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That started to change in the UK with the ground-breaking work on economic abuse by the Child and Woman Abuse Studies Unit in the mid 2010s (see Sharp-Jeffs, 2015a; Sharp-Jeffs, 2015b). This led in 2017 to the establishing of Surviving Economic Abuse (SEA) a charity which aims to both raise awareness of economic abuse and transform responses to it.

Earlier, the Child and Woman Abuse Studies Unit at London Metropolitan University with Durham University Centre for Research into Violence and Abuse produced a study into the effectiveness of domestic violence perpetrator programmes (known as Project Mirabal – see Kelly and Westmarland, 2015). Project Mirabal, found that exactly half of the participants reported that their partner ‘tries to use money/finances to control me’ before their partner attended a perpetrator behaviour change programme. At the end of the study – 15 months later - this figure had fallen only marginally, remaining at 47%. This finding was in stark contrast to many others which showed a greater reduction in other forms of violent and abusive behaviour. This finding, combined with that from Finding the Costs of Freedom (Kelly, Sharp-Jeffs & Klein, 2014) that economic abuse persisted, and even increased post-separation suggested that specific interventions were needed in relation to both victim-survivors and perpetrators.

To varying degrees economic abuse is now a recognised issue for policy, practice and research agendas, both inside and outside of the finance sector. As providers of everyday financial products, the sector has an unrivalled ability to reach and support those impacted by economic abuse (SEA, 2020). This is acknowledged by the sector and reflected in the 2018 UK Finance’s Guidance on the Fair Treatment of Vulnerable Customers (2021). For the first time in May 2022 the FCA included a specific question on EA in their bi-annual consumer survey which aids them in tracking and monitoring consumer experiences, helping the regulator to identify harm and respond to it. The survey found the proportion of adults who reported that they had experienced financial abuse in the last five years to be 4.1%, equating to 2.2 million adults: 0.2million of those, also reported that while they had tried to explain the financial abuse to a financial services organisation, the organisation was not understanding of their situation (FCA, 2023).

The work of SEA seeks to meet this gap, to increase understandings and improve responses to EA from the sector.

Industry practice and responses to EA are developing in terms of support and provision for victims-survivors, yet relatively little attention to date has been given to perpetrator focused actions. Neither the UK Code nor the FCA guidance say anything specific on perpetrators, and there is a limited knowledge base on this issue. So, the question of what could/is being done to disrupt, detect and hold perpetrators to account is an open one. This study was commissioned by Surviving Economic Abuse to begin addressing this, to explore whether and how the finance sector could shift the dial in their work on economic abuse to focus on perpetrators.

Project Mirabal, found that exactly half of the participants reported that their partner ‘tries to use money/finances to control me’ before their partner attended a perpetrator behaviour change programme.

For SEA this study aligns with their focus on narrowing the spaces and opportunities perpetrators have to enact economic abuse. This can be preventative in so far as new policies and practices can close down spaces and create a form of early intervention if practices are detected and interrupted. Both would benefit victim-survivors but also have the potential to benefit the finance sector in terms of less debt write offs and lower casework demands for customer service staff. Focussing on perpetrators could also enable firms to prevent the often criminal mis-use of their products and services.

Nine professionals working as part of vulnerable customer teams or on fintech and business development were interviewed across banks, building societies, and mortgage lenders. In addition, a focus group of 14 professionals from the finance and associated sectors was undertaken. Our discussions explored: awareness and understandings of EA within organisations; current practices and methods to identify and respond to economic abuse; how perpetrators of economic abuse could be identified, including through technology; how the sector could focus more on perpetrators in their responses to EA; how financial technology (Fintech) could be part of perpetrator focused responses. We used content analysis to identify the core themes across the dataset, and all participating individuals and organisations have been anonymised.

Chapter Two provides the findings from the interviews and focus group with financial institutions. Chapter Three draws some conclusions and presents recommendations.
CHAPTER 2: Findings
Findings are presented through the themes identified in the interviews and focus group.

**Firm foundations: Awareness and understandings**

Economic abuse is firmly on the radar of financial institutions, all participants had knowledge and understandings of it which translated into workstreams and for some dedicated teams. This work is shaped by the FCA guidance and as a consequence is located within vulnerability and customer support teams. There are strong links between levels of awareness, commitment and provision and whether or not organisations have been trained by, or worked in some capacity with, Surviving Economic Abuse (SEA) or other DV organisations. One organisation had, for example, worked very closely with SEA and others, evidenced in how far their work in the area had developed, as well as how well they understood the issues.

This partnership work was enabled by a pre-existing organisational commitment to the issue, which was seen as vital.

We’ve had a strategy in place that’s evolved since mid-2015, and way back in 2017, 2018, domestic abuse or economic abuse became a priority theme for us… so we proactively looked to push the topic and awareness of the topic for colleagues and customers since then… we have a strategy which is an acknowledge, respond, refer approach. The first part of that in that acknowledge was all about raising awareness, understanding what it is, understanding our role and, importantly, where does our role stop so that we don’t inadvertently cause more risk or harm by thinking we’re solving something (Participant 1).

Awareness of EA across different levels of the organisation was considered key to successful work in the area, with senior level commitment being particularly important, and for some had had bearing on how far EA work streams had developed.

… it’s all about raising awareness and training, if the people higher up haven’t got the training, knowledge or experience, it’s not going to happen (Participant 2).

We had a director the other day that just said “I get it”. And I think it was because until it was real, and also when they could hear real life experiences and examples that made the difference over a percentage (Participant 4).

We had a coercive debt review, so a reasonably sized work-stream kick off about a year, the start of 2021, and that came directly because our CEO asked the question around what are we as an organisation doing about coercive debt and economic abuse (Participant 1).

There was consensus that there were fair levels of awareness amongst frontline customer facing staff, with many organisations having delivered or facilitated training and developed guidance and resources for staff, but some identified deficits at mid-levels of organisations.

I think there is a real challenge around mid-levels of the organisation designing products and propositions with consideration given to people with any type of vulnerability, really. I think we could do much better there. And that includes in that bucket, things like economic abuse and coerced debt, do we consider that in the way we design products, do we think about it when we roll propositions out? We can do more. We could definitely do more in that space (Participant 3).

I think on the frontline we’re pretty strong, I think in the middle there is more we could do and the reason for that is I think because of competing priorities (Participant 4).

Varying degrees of development on EA work were visible, from some organisations having dedicated teams or individuals focused specifically on EA within vulnerability teams, to the issue being located within vulnerability work streams more broadly. One strategy to raise awareness was to work from the inside out by recognising broad impacts of economic abuse and breaking down perceived barriers between customers and colleagues as potential victims of it. This was described as a powerful and successful route to gaining organisational commitment and support for the issue.

… we realised actually there was a huge amount of work we needed to do for colleagues as well as customers because it was probably one of the first times we’d really gone, we can’t ask a colleague to sit in front of a customer, explain to them what something is and how they might help, when they could be going through that very thing themselves and we have no support for them (Participant 1).

The size and position of the organisation within the broader landscape of the sector also shaped how far awareness on EA had been translated into work. With larger older organisations having a longer history with and more developed workstreams and activity on EA. This however did not underscore levels of commitment, with smaller, younger organisations holding a unique position of embedding EA as a priority early on.

… the information is there, we’ve got a fantastic part on our website, we’ve got a focus point… it’s almost like a carousel if you like of abuse information for every scenario that we come across so that people can be guided on what sort of steps to take (Participant 1).

That some had established teams or allocated responsibility to individuals within vulnerability teams to work specifically on EA, meant that they could serve as a central port of support to colleagues on the issue.

This work is shaped by the FCA guidance and as a consequence is located within vulnerability and customer support teams.
Firm foundations

…it’s about acknowledgement of what’s happened and helping them manage it (Participant 6).

The finance sector’s roles and responsibilities in addressing EA currently fall under the remit of their duty of care for vulnerable customers. FCA guidance stipulates that firms must understand what harms their customers are likely to be vulnerable to and to ensure that: ‘customers in vulnerable circumstances can receive the same fair treatment and outcomes as other customers’. UK Finance’s voluntary Code, offers a specific set of pillars and principles, but currently it is not mandatory. These documents underscore how organisations respond to economic abuse. All of the organisations we spoke to had existing work streams, and responses, which were described less as policies and more as procedures and guidance.

We don’t have set policies, but more procedures that are interpreted through the financial code of conduct and also the FCA… we’ve got the ability to reflect, look at what this Code of Practice means to us and how we can use that to help our customers (Participant 7).

… it’s not necessarily a written policy, but we have a process that they should follow and if they’re only doing half of it, that’s my job and my team’s job to recognise that, coach, train, make sure it doesn’t happen again (Participant 4).

… when we talk about vulnerability, we think about it from a Financial Conduct Authority definition… And within that do we a fair bit of work from a strategy perspective around coerced debt and what that looks like and how we can respond to it better from a process perspective internally (Participant 1).

Responses to EA range from signposting victim-survivors to external support services to in some cases supporting customers to write off coerced debt. We focus on conversational triggers… every time that we speak to a customer we do a full review of the account based on conversational and transactional… we’re looking for things like if somebody’s wage comes in and it’s all going to another account and they’re just drip feeding that money back in to the account, that suggests that somebody else has control over that customer. We have policies around if a customer struggles to answer their own security questions, this happens a lot! So, struggles to answer their own security question so they have somebody there helping them, right? And this answer is probably very fluffy because I can’t give you like direct, ‘this is how we spot economic abuse’ because economic abuse is so broad and there’s so much to it that we can’t have a set policy (Participant 3).

… if you imagine the volume of transactions we have, somebody who has not got as much freedom with their finances or has to do their finances in a way that they wouldn’t do otherwise, is a needle in a haystack and looks completely different in every scenario, so how do you find it, until someone discloses to you and then you’re trying to help put things back together rather than stop it (Participant 8).

Trying to help put things back together rather than trying to stop it’, means that organisational approaches are often reactive and orientated around situations where customers have disclosed abuse, or approaches, which seek to enable customers to disclose. A focus in workflows and activities for example, included providing safe and confidential ways for customers to disclose, which reflected good knowledge and understandings of domestic violence.

… on the back of all of our ATM receipts there’s information about where you can get help, so it’s generic so you weren’t at risk because we weren’t picking on you, but perhaps a slightly unobtrusive way of us helping get the message out to people (Participant 3).

For those who had strong relationships with the DA sector, and longer histories with the issue, their work had advanced, from initially signposting support to proactively building in house support mechanisms. Beyond reactive support, there were a number of practical measures which organisations had developed, or were in the process of developing, which reflect a commitment and will to being agile with systems and procedures whilst also sensitive and knowledgeable about the needs of victim-survivors. For example, revisions and adoptions to products and processes are made including making it easier to remove someone from a joint bank account (‘joint to sole’); support flags on accounts to avoid customers having to repeat their situation to multiple personnel; and basic accounts for customers who have or are fleeing domestic abuse.

We’ve changed our Ts and Cs so we can take you off an account if we think there’s an abuse on one signature. We open accounts without standard ID and V, so we recognise that you may have unfortunately had to flee, so we have a variety of different things we can accept, including certain charity introduction letters, things like that. We accept PO Box addresses if you’re in a refuge for your address, until you can get yourself to a place where you’re comfortable. We load an additional, what we would call a support need, so if you disclose, we put a flag on your account which means basically any colleague take additional care if somebody is asking about the account, so that we just do a double, double check that we’re not sharing details we shouldn’t be, as it were (Participant 4).

... credit lending policies being amended to treat individuals differently in the sense of making sure that you’re not ringing them up every single day going ‘Why aren’t you paying your whatever’, like I had, and then having to repeat their story. So, trying to make the customer journey as easy as possible for that customer… From my own personal experience, we want to be treated the same as anybody else but just have that leeway so we’re able to keep going with life and rebuild it (Participant 8).

We also offer a national sort code, so for anybody that wanted to conceal their location for example, that’s something that we do offer. So it doesn’t identify where their local branch is (Participant 6).

… the joint to sole facility is working well, because it doesn’t require both parties to be present to separate the accounts. And that was one of the biggest obstacles that we found that those that were wanting to separate their finances and get some financial independence. The biggest blocker for them was having to have that other party present and almost agree to it, which is going to probably put a lot of people off even broaching the subject with their bank (Participant 5).
There were a number of challenges to this work however, which orbited around evidencing economic abuse, with many outlining the complexities and differences across cases and scenarios, which culminates in a ‘case by case’ approach.

... if we're having somebody come to us that's saying I've got this loan, I was forced to take it out or I've got this overdraft, it's not myself that's done it. Where we're at now is we do a full investigation, so we document a full record of investigation, we get the customer’s version of the loan was taken on this date, all of the money was transferred straight to my partner's account – that's an ideal scenario because you can sort of track things. It doesn’t happen very often, but we have had plenty of those. And you can maybe sometimes find everything’s backed up, so what you're told by the victim survivor is evidenced in the transactions, the loan dates and everything. So that's what we would use to then move forward on a decision on what our next steps are (Participant 4).

The more challenging ones are, I was in this coercive relationship for five years, he always used to make me get cash out for him. And then you're looking, cash, there's no way of knowing, there's not always a way of knowing when money's been transferred what that money's involved (Participant 4).

Evidencing EA makes it difficult for organisations to develop set policies and procedures, work relies on ensuring staff across organisations have strong understandings of EA, which can be operationalised in investigative processes, communications with customers and supportive responses. All interviewees had strong knowledge, commitment and skills in navigating EA in their work, however it was clear that this work was complicated which for some was a source of frustration, based on their knowledge on the long-term impacts for victim-survivors. Related industries and intervention networks were also seen as being part of a broader eco system to support the financial wellbeing and capacity of victim-survivors to rebuild their lives, extending the focus beyond banking.

... how do you help people who have their house repeatedly damaged or intentionally damaged or things like that, how do you make sure the cost of insurance isn’t prohibitive because they suddenly have a load of claims repeatedly and the underwriting still works for them. I think we’ve done some work in that space, I’m not as close to it but I think we might have done some work in that space as well... I think the insurance industry might be slightly further behind the banking industry on this topic (Participant 7).

... always it's about that they didn't get to have control of their own bank account and they had no money, they weren’t allowed to work, all stuff like that... mine was a joint mortgage property that he refused to pay, sell or leave, and he's still living in it to this day and it’s now going into repossession... it’s like people like me that are able to afford that lending opportunity, to move on and rebuild their life are unable to because of this poor credit scoring (Participant 6).

I think we’re starting to get to the point where we can’t do the tricky stuff on our own, so either the legal framework doesn’t quite work or we need a view from the Home Office. So, in particular, I talked to one of our lawyers, as an example, we were talking about the separation of debt, so you go to the family court, the separation of assets is OK, fine, but then you might get separation of debt and the judge might say, 'Well OK, you get the house and you come off the mortgage', or whatever and then you go, well the scenario might just not be workable, the customer might not be able to afford it or you can’t enforce it, the court order isn’t enforced, and what does the client do? they have to go back to court, they can’t fund it, and then you’re kind of left trying to go, 'I get you want to stay in the house and we're trying to help you do that, but if you come off of this bit you could lose the house and still get the debt and that doesn’t work, and have they really understand what they're asking'. So, whether it’s more training between I guess property law and family law and you bring the two together and help, with the finance sector, understand what could and should work for people (Participant 4).
CHAPTER 2:  
Shifting the dial: Perpetrators

I think that’s really difficult; it’s something that we need to consider but I don’t think it’s on the agenda as of yet with any banks. The perpetrator I think it’s always been the thing that nobody really looks at in any sort of industry (Participant 3).

None of the organisations had procedures, or guidance, which focused specifically on perpetrators, and discussions here often seemed strained or stilted exchanges, which developed into reflections about the tensions and challenges involved. One area of work which could be interpreted as perpetrator focused is in identifications and detection, where work had begun to explore the possibility of harnessing data analysis and machine learning technology to detect potentially abusive activity on accounts. In particular, using payment references on bank transfers as a way to say abusive things were highlighted by everyone we spoke to. So, there are a few mechanisms to identify it proactively (Participant 2).

The tech is there, but whether it is used is for this is another thing, what happens at the point of detection is subject to so many other issues, cultural commitments, having a framework for action, that’s complicated (Participant 9).

You can’t be freezing accounts or anything like that... it’s not acceptable to do that. You take the autonomy away from people, you risk creating different or further harm… I think the challenge is, and I will refer back to the UK Finance Code of Practice, a lot of the stuff that we do has got to be customer led. So, recognising, having a feeling somebody might be in an abusive situation comes back to the disclosure side of it... I can give you an example, I’ll get a referral that says customer was on the phone, seemed upset, wanting to transfer money to a partner, partner was shouting in the background. Where does that leave me as working for a financial organisation? Picking up the phone to her saying ‘oh, I understand that your partner was shouting at you and did you really want to transfer this money?... you might make a situation a hundred times worse, because the partner might still be there, so I do think when we go right back to what you were saying, it’s all about being customer led (Participant 4).

People live chaotic lives, and some people, I won’t say ‘it’s a choice’ and I don’t mean that, but some people aren’t ready to come out of that chaotic lifestyle and whose decision is that?... you know, the police can’t, even do it, on quite dangerous situations they can’t do it, so working for a financial institution, trying to pick up the phone to somebody to play almost like a Samaritan type figure to just say ‘oh, I don’t think you should be doing this’. You can’t do that... the consequences of going after somebody... it could bring it all back again and a situation that’s gone silent could suddenly end up being another year of abuse (Participant 6).

One area of work which could be interpreted as perpetrator focused is in identifications and detection, where work had begun to explore the possibility of harnessing data analysis and machine learning technology to detect potentially abusive activity on accounts.

The perpetrator I think it’s always been the thing that nobody really looks at in any sort of industry (Participant 3).

Beyond abusive payment references, one organisation had explored the potential of account transactional data analysis to develop insight on patterns of EA. This innovative work has some potential to shift the lens from reactive support for victims-survivors to proactive detection of perpetrator, but again not knowing what to do next characterised discussions.

We have done some work in the past on data… to look at transactional data, to understand what a pattern of abuse might look like and to be completely frank, we found it incredibly difficult. Abuse is varied, and as you, I’m sure, both know much better than I do but abuse is varied, it shows up in different ways. And it comes back to that point around autonomy... even as somebody with quite... what I would describe as quite a far-reaching view of what we should be doing as an organisation, I think for us to look at data and say, oh seems abusive, what do you then do with that? Do you ring them and say? It’s a really tricky question (Participant 4).

We have a kind of running experiment around vulnerability and data and one of those will be abuse and if we can do a lot more in the space, but to be quite honest we haven’t cracked it yet. And I think if we were to crack it, we then would be quite, we’d be challenged to think about what action we would take on the back of that (Participant 1).

One interviewee working in the field of fintech and business development argued that such work could be supported by existing tech, using algorithms and machine learning similar to identification technology in fraud departments, but echoing others the challenge for this participant in the case of EA, being how to fulfil the second part of a detection to action trajectory.

If they’re using abusive payment references and sending messages, we are now trialling what we do in those scenarios. At the very least letting that person know that this isn’t acceptable and that we have noticed that, and then monitoring whether or not that behaviour changes...The difficult part of it though when we talk specifically about domestic abuse as an example, is it’s not always an abusive word. It’s just that presence of that person being there, or a group of words, a group of payments sent that make up a longer sentence, or even just it might be “love you”. But actually, in the context that it’s relevant to is actually very intimidating because they’re no longer in a relationship together. It’s such a tricky one to tackle, but as a first part of call the pilot is looking at, “well what about when it’s abusive though, what about when it’s clearly an abusive reference, what can we do there?” And then look at some of the multiples or the low value transactions. Somebody sending a penny to somebody every single day. What’s going on there? But that’s probably the easiest thing that comes to mind that focuses on the perpetrator I would say (Participant 3).

You can’t be freezing accounts or anything like that... it’s not acceptable to do that. You take the autonomy away from people, you risk creating different or further harm… I think the challenge is, and I will refer back to the UK Finance Code of Practice, a lot of the stuff that we do has got to be customer led. So, recognising, having a feeling somebody might be in an abusive situation comes back to the disclosure side of it... I can give you an example, I’ll get a referral that says customer was on the phone, seemed upset, wanting to transfer money to her partner, partner was shouting in the background. Where does that leave me as working for a financial organisation? Picking up the phone to her saying ‘oh, I understand that your partner was shouting at you and did you really want to transfer this money?... you might make a situation a hundred times worse, because the partner might still be there, so I do think when we go right back to what you were saying, it’s all about being customer led (Participant 4).

People live chaotic lives, and some people, I won’t say ‘it’s a choice’ and I don’t mean that, but some people aren’t ready to come out of that chaotic lifestyle and whose decision is that?... you know, the police can’t, even do it, on quite dangerous situations they can’t do it, so working for a financial institution, trying to pick up the phone to somebody to play almost like a Samaritan type figure to just say ‘oh, I don’t think you should be doing this’. You can’t do that... the consequences of going after somebody... it could bring it all back again and a situation that’s gone silent could suddenly end up being another year of abuse (Participant 6).
I think we can recognise where we think things are going wrong, but what can we do with that information, that’s the biggest challenge I find. When it’s customer led and somebody’s reaching out to us for support, they won’t know what support we can give, so our job and responsibility is to understand their situation at that time. Understand the risks, understand the consequences, maybe not do what they want us to do because we know that’s going to cause further risk, that’s where our responsibility is (Participant 7).

I mean if it was up to me, I’d ship them to the police straight away but it’s not as simple as that and sometimes a customer wants to reach out just to tell us, but they don’t want us to take any action because they’re planning to flee (Participant 2).

It was clear that the questions we were posing were difficult, especially given that so much of their knowledge and practice had been built on foundations of support and victim-survivor focussed approaches. Indeed, much of their caution was rooted in their understandings of not acting in ways which might further exacerbate abuse. A focus on perpetrators was read as requiring punitive responses, which also raised a challenge in terms of exceeding their powers as financial institutions.

... we’re not law enforcement, and we’re not in any position of authority. So unless our goal would be to then exclude them from banking as a result, which is very unlikely, I think really from a financial sector point of view our goal is just always to support the victims in any way that we can from getting out of that situation (Participant 4).

Professionals understood and were frustrated by the disproportionate impacts of EA for victims-survivors, and while some saw punitive actions as being in tension with their remit and powers, others argued for more powers, and began exploring the possibility of framing economic abuse as a financial crime as a way to be more perpetrator focussed in their responses.

... it should affect their future, but it doesn’t at the moment. I think a lot of them get away with it… they go on and do it again and they do it again. So we would never know about that (Participant 6).

I think we need support to be able to hold these people accountable. I think it’s very tough right now, it’s so, so tough for us to be able to do that… To me, it is a financial crime and if that’s the case there’s so many different processes isn’t there for financial crime where people are held accountable for committing fraud on bank accounts and sometimes they get sanctioned and not able to open accounts with other people… If that’s the case of people that commit financial crime like identity fraud and things like that then why wouldn’t that be a case for somebody who has financially controlled somebody else? But that is a whole new process (Participant 2).

This ‘whole new process’, was seen as complicated, linked to some of the challenges already discussed around detection and evidence, but one professional reflected on the technical and procedural frameworks already in place for financial crime, which could possibly serve as templates for work on EA.

We have got some triggers through our compliance if we’re aware of situations, and there is a back system that if, for example, there was some fraud or something like that, then the triggers are already on our system. So, if there’s been something that’s already come in the past with other organisations as well, there is a linked system where we do get some triggers (Participant 2).

There is undoubtedly a growing awareness and linked set of practices in many financial institutions on economic abuse, located within guidance and policy that emphasises the needs of victim-survivors. Shifting the dial to focus on perpetrators raised a number of concerns and anxieties for many, but also provided a space in which others considered that they already had tools which could be used to detect, here concerns focused on whether they had the powers or responsibility to disrupt abusive behaviours. The sense that the only options were intrusive and punitive suggests that there is space here to explore lower-level responses, whilst also developing higher level industry frameworks to enable perpetrator focussed work.
CHAPTER 3: Conclusions and recommendations

That it was difficult to move discussions with financial institutions about shifting focus to perpetrators beyond challenges to existing industry practice could be a reflection of the wider policy context, which predominantly focuses on victim-survivors.

It may also be linked to how EA work is located within vulnerable customer teams whose primary role is to create support. That EA work has begun here, has indeed set the foundations of strong understandings and knowledge across the professionals we spoke with and their workstreams, underscored by the support and work of SEA. For the finance sector to focus more on perpetrators means panning the lens across from how victims-survivors currently feature in the frame, as vulnerable customers, to the exploitative, abusive and criminal behaviours of their own customers. Some professionals working in the vulnerability field thought this to be beyond their remit, powers, and professional standards.

Focusing on perpetrators also meant for many a potential need for punitive responses, for which there were no current answers or mechanisms. On reflection we wonder if the focus should have been on perpetrators – on the potentially criminal actions taking place through financial systems, services and products. The focus in fraud is on the criminal acts not the actors.

We conclude that there needs to be more and deeper explorations within the sector, which begin not from the most extreme action that might be taken, but rather smaller steps. In all institutions engagement with perpetrators evokes complicated reactions, but one route forward has been to focus on the behaviour and the harms that it creates. A first step would be to develop a working group drawing on what has been learnt from the monitoring of the use of payment reference messages and the steps that might be appropriate for banks to take when these are clearly abusive. There have been fruitful strides which could be shared and developed, for example from Starling Bank, working with SEA, in 2023 launched a ‘Hide References’ feature to allow victim-survivors of economic abuse to mute abusive payment references. The current public debate on the grounds on which banks can legitimately close customer accounts also offers a context in which shared learning and important discussions could be located.

Perpetrator strategies of abuse restrict and narrow victim-survivors’ ‘space for action’ (Kelly, 2003) to live freely and fully. Responses, which support victims-survivors to rebuild their lives are in essence about expanding their ‘space for action’, which responses from the finance sector seek to do. Currently however, those who perpetrate abuse are absent from the frame, and as our discussions reflect, placing them there for many professionals feels uncomfortable, and procedurally complicated. At the same time SEA has always framed this work as closing down the opportunities (narrowing space for action) for abuse. Looked at in this way financial services are already taking action, through the joint to sole for example – but it is framed as supporting vulnerable victim-survivors.

It is not such a large shift of the dial to focus on acts, not individuals, to prevent misuse of financial systems, products and services. Following from this, further potential avenues to narrow perpetrators’ space for abusive actions could be products and services development, and broader expert conversations and work across the sector.

The work of Portas (2020) and Jeff-Sharps (2022) offers valuable insights to extend the sectors work on EA beyond the vulnerability space. Sharp-Jeffs (2022), for example, has developed a framework which brings together the Financial Abuse Code, FCA guidance and the community coordinated response to domestic violence, to encourage banks and insurers to respond to economic abuse according to a set of principles. Portas (2020) encouraged financial services firms to consider economic abuse across the business, from purpose and business strategy; economic abuse principles; openness and transparency; policies, practices and operations; leadership and culture; engagement with survivors.

The discomfort that exploring the potential of action in relation to perpetrators in the finance sector led us to suggest a number of shifts in language and a potential way to progress this.

• The issue needs to be framed as perpetration of harm within the new Consumer Duty, especially the requirement to avoid causing foreseeable harm. This has clear implications for the development of new financial products and fintech more broadly. It also encompasses the misuse of financial products and services, in potentially criminal ways. This is an invitation for financial services to consider how they can narrow the space for action of perpetrators to enact economic abuse through their products and services. Part of this conversation needs to include exploring what ‘holding to account’ can mean beyond criminal justice.

• This work should start with the pilots on misuse of payment messaging, exploring what has been detected, and what series of potentially escalating actions are available to the sector where there is clear evidence of abuse of systems.

• The potential of making economic abuse a financial crime needs to be further explored, alongside the fact that many such acts are also criminalised within the offence of coercive and controlling behaviour (CCB). The following should be considered in such explorations:

1. As recommended in the report, Seen Yet Sidelined (Sharp-Jeffs et al. 2023), the Government should develop guidance for firms on gathering evidence on EA in support of CCB prosecutions.

2. The Economic Abuse Evidence Form (EAEF) developed in partnership by Money Advice Plus (MAP) and SEA, should be investigated as a potential pathway to resolve the perceived challenges in evidencing EA as outlined in this report. An information-sharing tool for use by debt advisors to capture information about the abuse that a victim-survivor has experienced, the EAEF captures information in one place, and could also be harnessed to evidence financial crimes and acts of abuse.

3. The possibility of pursuing perpetrators for repayment of coerced debt and theft of financial resources should be considered.

4. SEA and financial services could produce a joint briefing for the Family Court Division to point out the ways that decision-making in the court needs to take account of the possibility of EA, and how steps can be taken to minimise this.

5. As recommended in the report, Seen Yet Sidelined (Sharp-Jeffs et al. 2023), the Government should develop guidance for firms on gathering evidence on EA in support of CCB prosecutions.

6. The Economic Abuse Evidence Form (EAEF) developed in partnership by Money Advice Plus (MAP) and SEA, should be investigated as a potential pathway to resolve the perceived challenges in evidencing EA as outlined in this report. An information-sharing tool for use by debt advisors to capture information about the abuse that a victim-survivor has experienced, the EAEF captures information in one place, and could also be harnessed to evidence financial crimes and acts of abuse.

7. The possibility of pursuing perpetrators for repayment of coerced debt and theft of financial resources should be considered.

8. SEA and financial services could produce a joint briefing for the Family Court Division to point out the ways that decision-making in the court needs to take account of the possibility of EA, and how steps can be taken to minimise this.
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